The Whois Subcommittee of the International Trademark Association's Internet Committee welcomes the opportunity to comment on the Whois TF 1 preliminary report, which was posted on ICANN's website on May 28, 2004. The subcommittee would like to take this opportunity to thank the task forces for their hard work in putting together the proposals. 

These comments are ingenuous at best. INTA has had a heavy hand in these matters and stands to gain by a WHOIS design which optimizes there marketing and anti-competition goals.

Also the Preliminary report still is not provided in a format easily accessible to common use via public access. This has been pointed out and not corrected, therefore it is assumed intentional to allow only comments in favor of INTAs position.
The mission of INTA's Internet Committee is to evaluate treaties, laws,

regulations and procedures relating to domain name assignment, use of

trademarks on the Internet, and unfair competition on the Internet. The

Whois Subcommittee, which is charged specifically with evaluating proposals concerning domain name contact information, consists of representatives from nine countries. 

What this really means is that any competition against their position is bad and that their megacorps have offices in at least 9 countries.

This is an Industry org not a charitable one.
Notice to Registrants

The Whois Subcommittee believes strongly that providing notices to a domain name registrant each time a Whois inquiry is made would be problematic for several reasons. 
This means it may cost them more money and inconvenience. It is a well settled principal that to protect privacy we have a right to know who is culling our data and for what reason. 

First, providing such notice would be an unprecedented feature not available in other public registries of registrant information.  If one looks up the owner of a trademark on a publicly available database, the trademark owner is not informed of the query nor given the choice of whether to make the data available.  If one looks up a telephone number, the owner is not notified of the query.  Registrants have thus no unfulfilled need or expectation to have such information made available.

One must not be listed in the telephone book in order to use a phone. By all means look at the data listed for a trademark owner. It usually is a law office. This matter is governed by California Law. Try looking up a phone number off a drivers license. 
Second, where a domain name is held by a cybersquatter, alerting the

registrant that an investigation is underway could result in a quick

transfer of the domain name to a third party before a UDRP complaint could be filed.

Great now the INTA is the Judge and Jury on who is a cybersquatter, and please note the law hangs on by a sliver as unconstitutional.
Third, Whois data is often used to research the assets owned by a possible target of acquisition.  Alerting such a target that others are interested in the domain name would affect negotiations in unpredictable ways.

That is called due diligence and quite common in the marketplace. Yes it may protect against illegal arbitrage, and illegal insider trading and hostile takeovers of smaller businesses.
Fourth, notification could also be easily circumvented.  Surely enterprising businesses would create "proxy" Whois inquiry services that would conduct the investigation on behalf of their undisclosed principals.  This would simply add a layer of expense to the investigation without benefiting the registrant or the trademark owner, but only the third party proxy investigative service.

Funny this is exactly how it works on the main database. Also note most Trademarks are somehow devoted through attorneys or large corps that get hidden away behind the layers of the onions. It is incredible these people want to deny the commoner the rights they have by using big money.

Tiered Access

It is unclear how the "White List" approach would work in practice.  The Whois Subcommittee has serious concerns regarding authorizing higher-level access for only some users, including  potential discrimination, possible antitrust issues, etc.  Given the risks entailed with such an approach, it is not likely to prove workable in the long run.  

The entire idea of bulk access is repugnant and not even a close call. It is screwing the people and allowing farming and these idiots damn well know it.
An "Individual List" approach seems more workable, even if ICANN finds it necessary to compile a list of "approved purposes" as noted in the

preliminary report.  The Whois Subcommittee strongly believes that trademark investigations should be an approved purpose and that requestors should be able to self-certify that this is purpose of their request, as contemplated in Section 8 of the Task Force's "Policy Recommendations." 

Hilarious and riotous. Self certify if you belong to our group. And just who is held accountable for falsities “oh it was my lawyer and I did not Authorize the lawsuit you received after he illegally garnered your data”. This is state sponsored privacy terrorism. 
Any option (whether it is the White List or the Individual List approach) should be as objectively run, reasonable and non-discriminatory as possible.

Translates you have to meet our criteria in order to be admitted into the club. But don’t worry we all have to meet it. Students or those with under a 40K USD a year income need not apply.
As an example of unreasonable access, the Whois Subcommittee understands that some registrars have sought to impose liquidated damages clauses of up to one million dollars for violating their bulk access agreement as a way of discouraging anyone from utilizing bulk access.  Such terms are clearly contrary to the spirit of the Registrar Accreditation Agreement and ICANN should take this opportunity to provide further protections for whatever type of access is provided.

Excuse me but this is complete bullshit. But if these guys violate my privacy rights on a corporate scale here in California I will get one hell of a lot more than one million. 

Now these people have conspired to violate both the consumer and privacy laws of California and it’s constitution and have bribed members serving ICANN, a corporation under contract with the DoC-USG to violate civil rights of millions.

Now I invite a lawsuit, for you to prevail you will have to prove what I say is false. This you cannot do.

Sincerely,

Dr.Eric Hugh Dierker
Michael E. Heltzer

External Relations Manager

International Trademark Association

