QUESTIONS FOR CRISP WORKING GROUP

I.
General Questions

A. Brief overview in laymen’s terms of what IRIS is?

B. What is the status of the IRIS Protocol?  

C. What steps still need to be taken to make it a standard?

D. What does it mean to adopt the standard and fully implement it?  What needs to be built to support it from a software/hardware or otherwise standpoint?

E. Have there been any registries / registrars that have committed to adopting the protocol?

F. What are the obstacles/burdens on registries / registrars / resellers in incorporating the protocol into their systems? 

G. Do all Registrars and all registries have to adopt the protocol in order for it to be effective (i.e., what would the result of some registries and some registrars incorporating the IRIS protocol, but not others?).

H. What is the possible effect on response time for Whois queries?  Would this affect a Registry’s SLAs?

II.
Specific Questions

A. Who has control over what is displayed for a particular TLD?  In other words, who defines which is the authoritative server for each TLD.  For example, in this registries, it is clear that the registrar is the authoritative server, but for thick registries, does the IRIS protocol return query results from the registry?  Are there other differences between the implementation of the protocol in thick and thin registries?
B. Who is responsible for defining the level of access that is given to a requestor of information?  Is it the Whois Provider?

C. When there is a response returned, does the Requestor know where the response came from (i.e., the registry or registrar that returned the response)? Is “referral data” identified as such?  
D. Are there ways in which IRIS would allow the Whois Provider to collect information about the Requestor?

a. Does the protocol address what record is made and is stored for a particular transaction?  

i. In other words, does the protocol records where the request comes from, what time the query was made, what response was given, etc.?  

ii. If so, where is that records stored (i.e., who has access to that record)?  

iii. Who has access to that record and is there any limit on the use of that record?

b. Is IRIS extensible?  In other words, can the party implementing the protocol collect other fields of information from the Requestor (i.e., contact information) so that the Whois Provider knows who is requesting the specific data?

c. Is there a mechanism that one could use to authenticate the data provided by the requestor, or to consult a list of pre-approved requestors,  before the requestor is given a response to its query?  If so, what can be done? 
d. If there is such a mechanism, would there be a way to create an exception to allow anonymous access for certain law enforcement agencies or other exempted entities?

E. Is there anything in or through the protocol that is able to track or limit the use made of the data retrieved?  In other words, if the Requestor obtains information from its Whois search, is there a way to track what the Requestor does with that data or is there a way to have that data expire?

F. Is the authentication used in IRIS applicable to other things other than WHOIS?  For example, can that same mechanism be used to authenticate domain name registrants when they apply for a domain name?

