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Time Inc. (Time) is the largest magazine publisher in the world.  Its more than 130 magazines reach total audiences of more than 300 million.  One in two U.S. adults reads a Time Inc. magazine each month.  Time has a rich heritage of journalistic excellence and integrity dating back to Time magazine's founding in 1923.  Time is pleased to submit the following comments on the Three Preliminary Reports of the Generic Names Supporting Organization’s (“GNSO”) Whois Task Forces.  

Generally speaking, Time relies on continued, real-time, public access to accurate and up-to-date Whois information to enable the protection of its trademarks, management of its domain name portfolio, and a host of other legitimate and productive purposes.  Time holds the view that public access to robust Whois information helps ensure transparency and accountability, which greatly strengthens public confidence in the Internet and e-commerce in general.  

Time uses Whois data as an integral part of managing its portfolio of approximately 3,000 domain names, as an important investigative tool to enforce our intellectual property rights online (such as piracy or cybersquatting), and as a preliminary trademark clearance search tool.

1.
While it believes that improvements can be made (specifically, in the area of accuracy), Time supports the current Whois system.

The current Whois system provides public, real-time access to a relatively broad range of Whois data without onerous restrictions on use.  However, widespread inaccuracy of data, leading to delay and increased cost in enforcement activities, is a problem that affects our enforcement efforts and we would like this to be corrected.

The status quo allows us to access a registrant’s (hopefully accurate) Whois information without notification to the registrant, which is essential in intellectual property enforcement matters. If the infringing registrant is alerted to our pre-enforcement investigative efforts, he or she may take elusive measures, such as changing the Whois contact information, changing the Whois registrant to an alias, making evasive registrant or registrar changes in an attempt to evade jurisdiction, or temporarily removing infringing content.  On more than one occasion, we have had to do additional investigative work and spend additional dollars to track down the true registrant and/or prove that successive registrants are actually the same individual in order to move forward with intellectual property enforcement efforts.


Notwithstanding the above, we are willing to consider changes to the status quo that will reduce data mining, enhance privacy and improve accuracy IF the benefits of the current system, i.e., prompt access to accurate registrant information, can be preserved.  

2.
Tiered Access (Task Forces 1 and 2).

Broadly stated, a tiered access system envisions at least two levels or “tiers” of access, with different ranges of Whois data available in each tier.  Generally, under these proposals, public access to Whois would be sharply restricted, with only technical data, and perhaps a minimal amount of registrant and administrative contact data, made available to the general public.  A more complete range of contact data would only be available in a non-public, “upper” tier.

As a preliminary matter, Time does not believe that a persuasive case has been made that the current system of unrestricted public access to Whois data, which has been in place since the inception of the domain name system, needs to be changed.  It is imperative that trademark owners such as Time be able to easily access accurate Whois information.

That said, Time does not think that a tiered access system should automatically be ruled out.  The question ICANN must tackle is: is it possible to design and implement such a system in a way that preserves as much as possible most of the benefits that the long-standing system now in place delivers?  Answering this question means resolving a number of important subsidiary questions:  

· What are the criteria for accessing the kind of data that we can get today – Will legitimate trademark and copyright owners be restricted from accessing necessary contact information needed in trademark or copyright enforcement matters?

· Who determines if those criteria are met?

· Do criteria have to be demonstrated for each search for information or is there a portable credential that will be available for a set period of time? 

· What data would be available for “top tier”?  For enforcement purposes, we need to access at least as much information as we can access today. 

· Would a requester’s identity have to be disclosed to the registrant? – The current Whois system allows users to access a registrant’s (hopefully accurate) Whois information without notification to the registrant.  This is an essential element in intellectual property enforcement matters. If the infringing registrant is alerted to our pre-enforcement investigative efforts, he or she may take elusive measures, such as changing the Whois contact information, changing the Whois registrant to an alias, making evasive registrant or registrar changes in an attempt to evade jurisdiction, or temporarily removing infringing content.  

· What are the costs, and who would pay?

· Would the result be delayed access in situations in which time is of the essence (such as when clearly infringing material or other problematic content is displayed on a website)?

· Would third-party research services remain viable?  

Needless to say, the tiered access proposals recommend a radical departure from the Whois status quo, which has been in place since the early days of the Internet.  In short, public, real-time access to all Whois data elements would no longer be available.  Instead, that system would be replaced with one that makes only some data elements publicly available, and would not make publicly available those contact data elements most valuable in combating online trademark and copyright infringement.  It bears repeating that while Time does not unequivocally oppose this proposal, thorough consideration of the issues noted above, at a minimum, must be undertaken before considering any move toward a tiered access regime.  If such a system imposes significant obstacles, in cost, time, inconvenience, or insecurity, to timely and anonymous access to at least the range of registrant contact data currently available, then it simply will not work to advance the important goals of transparency and accountability that are furthered by the current system.  

Time supports the concept of further exploration of a tiered access system in order to answer the serious questions, including but not limited to those posed above, that will ultimately determine its viability. 

3.
Improving Whois Data Accuracy (Task Force 3).


Whois Data Accuracy is imperative for intellectual property rights holders from an enforcement perspective.  Therefore, we concur with the comments already noted by the CCDN, particularly that improving accuracy of Whois data is a high priority matter. 


We believe that Registrars should take steps to verify data submitted to them.  We have encountered many examples of blatantly false data that should have been caught.  We recognize that registrars are volume businesses and verification will cost money.  But it should be recognized as a cost of doing business, and if imposed equally on all registrars, will not harm competition. 


If registrars want a tiered access system that depends on authentication of Whois data requesters, then they should also move toward a registration system that depends on authentication of domain name registrants.  


Generally speaking, the recommendations of TF3 are reasonable first steps and Time supports them.


Time Inc. thanks you for the opportunity to submit these comments

Submitted by,

Erin S. Hennessy

Senior Counsel, Time Warner Inc.

On behalf of Time Inc.
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