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Coordinator:
Excuse me. I'd like to remind all participants this conference is being recorded. If you have any objections, you may disconnect at this time. You may begin.

Steve Metalitz:
Thank you very much. This is Steve Metalitz and I want to welcome everyone to the call. We do have at this point seven candidates for one or the other review team on the call. And we have about an equal number of members of the - one of the three- constituencies in the Commercial Stakeholders Group.


And I just wanted to emphasize that our purpose here really is just to get to meet the candidates, have them have literally just a couple of minutes to talk about how they see their role on the review team that they are seeking to - that they're a candidate for and then have some opportunity - brief opportunity for questions.


We have so many candidates and a limited amount of time. So unfortunately we won't be able to do much more than that. And this is not a decision making call. But after this call each of the constituencies will be trying to formulate their views on who to endorse and who to list as an alternate and there's a lot of factors involved there. And then we have I think a deadline of August 19 to make that decision which will be made by the CSG Executive Committee.


So that's kind of the basics of the call. And I would like to start off with two candidates who - for the Whois Review Team which both of whom said they have very severe time limits here. So let me ask first - that's Kim von Arx and Kathy Kleiman. And then we'll go right to Jeff Bruggeman who I know also has a time constraint.


So Kim could you - let me just ask the people that the candidates just talk for two or three minutes at the most about their view of the review team and what they think we as members of these - of the Commercial Stakeholders Group ought to know about their qualifications and their approach to these issues. And then we'll have as much time as possible for questions. So Kim, the floor is yours for three minutes.

Kim von Arx:
Okay. Well, my name is Kim von Arx and I used to be the General Counsel and Director of Policy Develop and Corporate Secretary at the Canadian Internet Registration Authority. And my experience in the privacy arena and the Whois in particular actually comes from my - from the revisions of the privacy policy and the Whois policy at CIRA a few years back.


And I was actually the lead policy developer and stakeholder collaborator with all the various stakeholders including members, law enforcement, IPO rights holders and so on. And we had numerous discussions with various groups.


Hello.

Steve Metalitz:
Yes. Go ahead.

Kim von Arx:
Okay. And my view on the review team itself is that what I think I will bring in is just a broad understanding of actually the (biff fuse) that are being espoused and that are being put forth by the various stakeholders within the industry.


And I think that I've managed while I was in CIRA to come to a fair and equitable resolution with respect to the Whois resolutions and the concerns particularly related to the privacy advocates and the law enforcement and IP rights holders which were obviously quite divergent.


And that's I think about it for my two minutes or three minutes.

Steve Metalitz:
Okay. Kim, thank you very much. Let me ask Kathy because I know you have - also have a time constraint if you would like to introduce yourself and say a little bit about your view of the team.

Kathy Kleiman:
Sure. Am I off of mute now?

Steve Metalitz:
Yes. I can hear you.

Kathy Kleiman:
Great. First thanks to Steve for organizing it and for everyone for being on the call. Let's see, what can I say about myself. I'm a founder of the MCUC going back a decade and now I'm wearing a different hat in a different role. I'm Direct of Policy and Counsel for the Public Interest Registry for .org.


And I just see this as an amazing opportunity of the affirmation of commitment is for the first time creating a review team for the Whois policy and its implementation. And we really have to assess the extent to which Whois policy is effective and, you know, what more needs to be done.


And I believe like the other team, the Accountability and Transparency Team really had to pave its own path for what they were going to do and how they were going to do it and the steps they take. And I know the Whois Review Team will be doing that as well and that's something that Steve and I and other people on this call who have been with ICANN for many years are used to doing.


It's kind of creating new paths and new processes and new procedures and trying to bring as many people as possible into the discussions, into the review and that will be, you know, my main goal in this is to make sure that we reach out and find out as many views as possible on what's happening and how to make the Whois implementation, Whois process better.


I think it's very important that the registries be represented because the registries - those of us who are thick registries hold so much of this data and there are questions about conflicting rules and various interests. So it would be nice to see ICANN come to a resolution on these issues but appended for so long.


As Steve knows and as we've done together, we were on Whois Task Force Number 2 going back many years. And one of the first reviews of the Whois policy is in the laws and the data and the implementation and we presented lots of recommendations but I have not been involved in the Whois issues for about five years now.


So I'm looking forward to the opportunity hopefully to see what's happened and where we're going and help the community assess that as well. I think that's about it.

Steve Metalitz:
Okay. Kathy, thank you very much. Let me just - this is breaking up a little bit but I know Kim has to leave and Kathy has to leave. So let me ask if there's anyone on the call who has a question they would like to pose to either Kim or Kathy before we move on to other candidates.


I mean ideally everybody would be on the call but does somebody have a question?

(Marilyn):
I do Steve. It's (Marilyn).

Steve Metalitz:
Okay (Marilyn), go ahead. Does anybody else want to get in the queue after (Marilyn)? Okay. I'll put myself in the queue after (Marilyn). So go ahead.

(Marilyn):
My question is - this initial question is for Kim. Kim, I thank you very much for joining us today. I did - of course I'm a bit familiar with your background. I was - I had - I was surprised to see that you are nominating in the GNSO category rather than as a ccNSO candidate given your background. Could you just say a couple of words about that to update us all?

Kim von Arx:
Yes. I'm actually no longer with the Canadian Internet Registration Authority. I left about three years ago. And I've actually been now on my own. I'm actually working in a law firm now back in the private practice. And I joined actually the non-Commercial Constituency I think about a year ago as just an individual. So I'm no longer representing actually any ccTLDs.

(Marilyn):
Thank you. I just - I sort of knew that but I thought given the background it would be helpful to have that included for the record.

Kim von Arx:
Yes. Absolutely. Thank you.

Steve Metalitz:
Okay. I have a brief question. Does anybody else want to get in the queue to ask a question of either of these candidates? Okay. Let me just - my question is I'd like each of the candidates to describe their experience a Whois user. Do you - how often do you use Whois or make Whois queries? What do you - describe the kinds of uses that you make of Whois on a daily or weekly basis. Kim, do you want to go first?

Kim von Arx:
Sure. I mean I actually - well I use it on a not a very frequent basis. I just use it mainly under the Canadian Register - under the Canadian (unintelligible) solution policy when I actually pursue or what's it called - conduct dispute - domain name dispute. And that's pretty much the only time I've actually used Whois in the last little while.


Other than those - if I wanted to register domain names just checking whether it's actually registered or not but other than that I haven't used it in the last couple of years actually that frequently with the exception, as I said, when I actually was assisting clients in domain disputes.

Steve Metalitz:
So you were assisting a client. You weren't a - you were not a panelist in the dispute resolution process.

Kim von Arx:
That's correct. Yes. I was actually assisting client and drafting the dispute or a defense depending on which side I landed on.

Steve Metalitz:
Okay. Thank you very much. Kathy, could you just talk a little bit about your hands on experience with Whois?

Kathy Kleiman:
Sure. My use of Whois goes up and down depending on the time. But over time of course I've used it like everyone else, extensively under several different hats; one is as an attorney of - like Kim, I've researched trademark issues, all sorts of intellectual property disputes from both sides; from the intellectual property owner side, from the trademark owner side, from the domain name registrant side and I'll always check out the Whois data for that purpose.


AS a registry attorney now, I use Whois data and I'll check it out when I - whenever I'm contacted about a registration abuse issue. I go to the Whois very quickly on that. And also in light of some of my work over time with ICANN and the Whois taskforce I've been a recipient of complaints about the Whois.


So when someone has a concern about the data that they're putting out there, I've been the recipient of that. So use of Whois in (lots) and then I'll go and check of course and see about the proxies or the data that's been published. So I use Whois under lots of different hats.

Steve Metalitz:
Okay. Thank you.

Kathy Kleiman:
Thanks.

Steve Metalitz:
Let me ask if anyone else has a question for Kathy or for Kim at this point.

(David):
Yes. Steve, it's (David). Can I ask a follow up if I may? Yes.

Steve Metalitz:
Go ahead (David).

(David):
Okay. Just to ask both candidates whether they could site one example of what their best use of Whois and their worst use of Whois which have come up (off their) experience.

Steve Metalitz:
Okay. I think the question was please can you give an example of the best use of Whois and the worst use of Whois that you have experienced. So let me...

(David):
Yes. I'll go off now because I'm driving. I'll go (on mute). Thanks.

Steve Metalitz:
Thank you. Thank you (David). Kim, do you want to answer - take first crack at that?

Kim von Arx:
Well, the best use of the Whois - well I mean for me personally was actually just checking out whether a domain name was taken or not. The - I find the worst use of Whois has been at times generally speaking anyway from just a pure what's called a law enforcement and then a IP rights holder perspective at times when the - especially when I actually did the negotiations about the Whois changes in the policy at CIRA it was at times quite disturbing how free flowing the action wanted the information to be.


And I do actually accept that there has to be some significant access and that it is helpful to the law enforcement and actually by the IP rights holders. But I do believe that it has to be a balance between the privacy of individuals and obviously the rights of the law enforcement IP rights holders.


So I've seen quite a bit of abuse on that side especially while I was at CIRA and that I find is probably one of the worst applications of the current or the old Whois policy. And then the best just generally speaking is just checking if a domain name is available. And that is at least from the top of my head as of right now the best answer I can come up with - can come up with.

Woman:
Kim - I'm sorry. Steve, can I just ask a - could I ask him to offer a follow up to us on a specific part of his answer I don't understand?

Steve Metalitz:
Go ahead.

Woman:
Can you clarify Kim? Twice now you've made reference to CIRA's rules but not to the more global uses of Whois. Are you meaning your comments to apply to use of Whois in .ca or did you mean in - do you have experience with the use of Whois in the other top-level domains?

Kim von Arx:
Oh no. I certainly have experience in the Whois arena within the gTLD arena, the ICANN framework as well. And actually CIRA was actually - and then I'm sorry, I mean it was because I'm just so closely related to the CIRA environment from the past.


CIRA was actually exactly the same as ICANN's Whois initially until we actually made the changes. So I just use them in my mind anyway was interchangeably. So, my apologies for that.

Steve Metalitz:
Thank you Kim. Kathy, do you have an answer to (David)'s question about the best and worst experiences of Whois?

Kathy Kleiman:
Sure. It's a tough question and I'm glad Kim went first so I could think about it. The best use of Whois that I've seen is outreach to domain name owners for purposes of good faith negotiations generally over the sale of the domain name. Someone wants it, they want to find out who to talk to that it's one way to find out who to talk to. And I've seen it used for good faith negotiations.


The worst use I've seen of it is stalking. I know someone who has stalked off Whois. And so, you know, there are cases of physical - of pieces of physical harm that have come from harassment and stalking off the Whois. And that's about it. Thanks.

Steve Metalitz:
Kathy. Let me ask if there's anybody else that wants to ask a question to either of these two candidates at this point.

(Claudio):
Steve, this is (Claudio).

Steve Metalitz:
(Claudio). Go right ahead. Let's - that will be the last question in this segment.

(Claudio):
I was interested in the candidates' thoughts in terms of the objective of the review process. The objective states that Part 1 of the objective is to review the policy and to measure the extent to which it's effective. And I was wondering if the candidates had any thoughts in terms of what that really means and how would you measure or what their thoughts were in terms of how would you measure whether the policy is effective or not.

Steve Metalitz:
Okay. Thank you (Claudio). Kim, do you have the response to that and then Kathy?

Kim von Arx:
Well, it's always difficult obviously to be the first. To measure actually objectively the effectiveness of the Whois is actually to look at the - well I mean first of all I'm not 100% - I should just point out. I'm not 100% sure actually what the exact terms of reference obviously of the review team is or will be as that is as I understand still going to be discussion of the RT itself.


But generally speaking, the objective as I understand from the affirmative commission is to find out whether actually the policy meets the criteria that have been set for it - the overall policies. And so at the end of the day it's basically a stakeholder review of what actually the various stakeholders feel has been the affect or the positive and negative affects of the overall Whois application.


And then actually find appropriate metrics and empirical data to correlate those back and forth. And that's the best I can come up with right now.

Steve Metalitz:
Okay. Thank you Kim. Kathy.

Kathy Kleiman:
Like you, I see the words, the affirmation of commitments and I'm 9.3.1 where ICANN, you know, commits to enforcing its existing policy relating to Whois subject to applicable laws and then lays out some language about what the review team is supposed to do with that.


I think this first review team will have, you know, a big job of trying to figure out what this means and we're going to need to consult with each other, with you, with the community and I think everyone's input is going to be important as to what path we should take in this type of review.


And I think we'll be setting the baseline for what these words mean and what this effective review means. So I think we're going to have to kind of figure this out together. And it's something I've been giving some thought to - but actually a lot of thought to. But I think we're going to have to pummel this out together.

Steve Metalitz:
All right.

Kathy Kleiman:
Thanks.

Steve Metalitz:
Thank you. I would welcome our - those candidates to stay on the call if they wish. But in the interest of time, I'd like to move on. And I think Jeff Bruggeman had indicated that he was - had some time pressure and Jeff are you - you're still with us right?

Jeff Bruggeman:
I am. Yes. Thanks.

Kim von Arx:
Steve. This is Kim. I just have to actually leave now. I’m sorry. I have to run to my meeting. But...

Steve Metalitz:
Okay.

Kim von Arx:
...it was nice speaking to everybody.

Steve Metalitz:
Kim, thank you very much. And thank you also Kathy. As I said, you're free to stay or leave as your schedule permits. But we appreciate everyone's time here.


I know I'm doing this a little bit disjointedly here. And let me just ask Jeff, is your departure imminent or would we have time - because it might be a little bit better continuity to go to our other Whois candidate here.

Jeff Bruggeman:
Yes. I have some more time for that...

Steve Metalitz:
Okay.

Jeff Bruggeman:
...but I appreciate your flexibility. But I - why don't we just go for Whois and I'll let you know if it starts getting...

Steve Metalitz:
Okay. You just speak up if you have a problem there.

Jeff Bruggeman:
Okay.

Steve Metalitz:
Okay. So let me - Susan Kawaguchi is on the call and she is also a candidate for the Whois - for the Whois Review Team. And many of us on the call have had the pleasure of working with Susan over the years. But let me ask her to introduce herself to those who may not know here on the call and to just talk a little bit about how she sees this Whois Review Team proceeding. So Susan.

Susan Kawaguchi:
Thank you Steve. I really welcome the opportunity to participate on this committee of chosen. And I think I come from a different background, a different perspective than most of the candidates. I'm not a lawyer. I'm a paralegal and I have over ten plus years experience managing large corporate portfolios.


I actually started registering domain names for a company in 1997 when it was a hard copy form and you faxed it in. And but really didn't focus on domain names until I joined eBay in 2000 with the acquisition of PayPal that gives two of the biggest brands on the net still and then moved to Facebook about a year ago.


So I have lived and breathed the Whois in my opinion. I daily access the Whois to - in - just to maintain our own corporate portfolio. It's very important especially walking into a new position. You know, when I walked into eBay it was a - the domain management was with a tech group.


They're not quite as detailed as a legal group in my opinion. And so had many challenges of just reviewing the portfolio, looking at the Whois, seeing who really owned the domain names that we thought we owned to the company and found not quite so cluttered when I cam to Facebook. But definitely in all the acquisitions that I've been a part of at eBay, PayPal being the biggest and making sure that what the company thought it owned actually owned and also doing a lot of enforcement.


So, you know, I was reviewing some of the things I've done over the last year at Facebook and have enforced on over 6000 domain names that are infringing. That includes the Facebook term in the domain.


And what that involves is looking up the site, making a decision if this is a fair use but more critically looking at the Whois and reviewing it, seeing if we can actually - if the details in the Whois are accurate and that we could actually reach out to the registrant and explain that no, they should be doing this with our trademark.


They can do it with somebody - you know, with their own branding but not ours. And so in that it's - I've actually enforced upon over 6000 domain names that I am sure I've probably looked at over 10,000 Whois records in the last year. I sort of feel like I live and breathe Whois for my daily job here at Facebook.


So I'm extremely familiar with the Whois record issues in gTLDs and ccTLDs. I think I have a realistic approach to the issues with the Whois and also, you know, a lot of war stories I could tell about having to use the Whois to figure out why all of a sudden one of the biggest sites on the Web is down because the Whois is the first of the critical records you go to first when you find out you have a problem.


So I mean some of those - today's probably not the day for those but I think I have actual experience that would be very relevant to this committee.

Steve Metalitz:
Okay. Susan, thank you very much. Let me ask if anyone on the call wanted to ask Susan a question and we can take...

Steve DelBianco:
Steve, this is Steve DelBianco. I might, if it's okay.

Steve Metalitz:
Steve. Anybody else want to get in the queue? Okay. Go ahead Steve.

Steve DelBianco:
Susan, I wonder if you could expand on practical experience with making your way through proxy services and privacy protection services and whether you have any practical experiences and how well the services who provide those are adhering to the reveal and relay requirements that we've been able to have.

Susan Kawaguchi:
I feel like I have extensive experience with the proxy registration. They've definitely gotten better. Some of the bigger companies involved have gotten better but they don't adhere to the RAA in my opinion completely which is problematic.


Oftentimes I have to leverage my position at Facebook the brand, the power that the company in general wields and, you know - and being in the legal department sort of helps with that. It would be better if I didn't - if there was a standard process that each and every proxy or privacy registration would adhere to and so I wouldn't have to learn the nuances of every different proxy registration company's reveal process.


There are issues with each and every one of them. Some do not respond at all. That's problematic. I can tell just as son as I'm looking at an enforcement target, look at the Whois and like okay, I have a problem here. This is going to take more time, more resources to solve this and actually find the registrant. Luckily people don't always use privacy registration or proxy registrations for every domain name they own. So, reverse Whois searching is extremely crucial in the process of identifying a registrant.


And I think that, you know, maybe this isn't for this committee but I have been active on other - in other ways to get the message out that we need to put some rules and require some compliance for those companies that are actually providing these services.

Steve DelBianco:
Thank you.

Steve Metalitz:
Thank you Susan. Let me see if there are any other questions from the group. If not, Susan have you had any - because we had those two other candidates going first because they had time pressure, you may have something you want to say on one of the other questions they were asked such as the best and worst experience with Whois and...

Susan Kawaguchi:
Right.

Steve Metalitz:
...then (Claudio) asked how you would - how this review team should measure the effectiveness of Whois policy. So if you have any thoughts on either of those topics, please share.

Steve Metalitz:
And also, you know, there were - you asked about the user experience. I think I've already...

Steve Metalitz:
Yes. I think you've...

Susan Kawaguchi:
...answered that. The best use of Whois in my opinion is just corporate portfolio maintenance. It is always surprising when I find another domain name that's for a crucial product for the company that is not owned by the company. Engineers like to do what they want to do when they want to do it.


So often register and then the domain's not protected. It's not in the regular management program, which is crucial for a large company. So I think that's the best use of the Whois.


I want the availability of the Whois so I can tell what the company is doing. Because every time I do a search, A, I can either find a registration that I didn't know we owned; or B, someone, and this is probably the worst - sort of fits in with the worst use of the Whois, somebody's registered domain names in the company's name when actually it's for fraud. They have no relationship to the company. So that's the worst cases I find.


With - some of the scariest cases I find are other people using our information. So the Whois has to be available. Also proxy registrations I would put in the worst case because you get so little information. And if people are going to have a live site doing business, I think their actual information should be revealed. If they don't want to - if they're not doing any sort of business on the site, then I am fine with a proxy reg. That's fine.

Steve Metalitz:
Okay. Thank you. There are no other questions for Susan at this point - I'm asking if there are I guess. Hearing none, Susan, thank you very much for participating. You're welcome to stay on the call as long as you wish.

Susan Kawaguchi:
Okay. Thank you.

Steve Metalitz:
Let me turn now to the - those are three candidates who all said they wanted to be on the Whois taskforce. And then we have a number of candidates who wanted to be on the SSR, Security, Stability and Resiliency Review Team. A couple of these also expressed willingness or interest in Whois. So it can certainly bring up any other issues along that line if they are interested.


What I'd like to do I think at this point just at least based on what I have in front of me on the - I think we have five candidates. We have Jeff Bruggeman, Ken Silva, Richard Wilhelm, George Sakyi and (Bill Smith).


Why don't we just go in that order and ask each of you to take just again just two or three minutes to at most to explain a little bit about your background, introduce yourself and say what you're looking forward to on the Security, Stability and Resiliency Review Team and then we'll open the floor to questions. So Jeff, you want to go ahead?

Jeff Bruggeman:
Sure. Thanks Steve and I appreciate your flexibility with dealing with everyone's schedule today. So very briefly, I'm with AT&T and I've been AT&T's ICANN representative since 2000 and I've really tried to I guess deepen AT&T's participation in ICANN to include institutional and security issues in addition to, you know, obviously issues related to different domain names and things that as a large business we care about.


And I think that the SSR Review Team really has few major components to it, which have to work together. One is the internal review of ICANN's security, stability and resiliency plan and the procedures that (they) have to support the very important issues as well as kind of an external view of analyzing the threat and the future threats with the affirmation (committee) talked about to make sure that ICANN is positioning itself.


I think this team will have to do a very good job of getting community input and really taking a look at ICANN itself as well as having (a view) towards the activities externally and the treats, you know, that should be considered.


And I think AT&T, you know, there's a perspective I would try to bring to it is that we have a multitude of perspectives on these issues and security is critically important to our business because we are a large global network operator and we're obviously a large business user of the DNS ourselves.


And then we have, you know, millions of government business and consumer customers who (unintelligible) DNS. So one of my goals would be to I think broaden the perspective of the review to include, you know, what may be in some cases the downstream impact of these issues and the broader impact on the community.


I also think that it's really important to consider ICANN's role in the larger universe of all of the entities and organizations right now that are dealing with security issue which is such a hot area and an area of focus that it's important to think about ICANN sits into that larger, you know, that larger panoply of organizations and groups that are involved.


So that's the brief introduction. I'm happy to answer any questions.

Steve Metalitz:
Okay. Thank you Jeff. Ken, are you - can you go ahead and give us a brief introduction?

Ken Silva:
Sure. I'll take it off speaker here. You'll probably hear me easier. I know some of you and some of you know me I'm sure. I'm Ken Silva. I'm the Chief Technology Officer with VeriSign. Prior to working at VeriSign I was at the National Security Agency and prior to that I was in the Air Force working on communication systems there.

Man:
If you're going to do intros first.

Ken Silva:
So, you know, I view the responsibility of this team as being able to conduct a fair and unbiased view of how ICANN has implemented its security and stability and resiliency plan which they have documented. I've actually read it; probably one of the few people here who has.


The - to make sure that not only that they are executing the plan appropriately but also that the plan covers, you know, the future needs of DNS both immediate and some longer term ones and that it takes into account some of the things that might be different on the Internet from what we might envision particularly today.


And the plan today doesn't necessarily cover in specifically how some branding and issues like that might play into security concerns. And so those would be the kinds of things that we would look and see if perhaps they ought to be in there or whether or not there are real security concerns there.


And that would be done by talking to a number of the other constituencies, not just the security and stability teams but the - but organizations such as this one and the SSAC and even the ccNSOs and what not to understand what their concerns are and what they see as well as, you know, what's obvious from a technology perspective.


There are some policy related issues, which could have long term security impact on the security and stability of the DNS itself with new top-level domains and those sorts of things.


So, you know, while I work for VeriSign, you know, I would view, you know, my role as, you know, an independent evaluator and not as a representative of my company.

Steve Metalitz:
Okay. Thank you Ken. Rick Wilhelm, are you with us...

Richard Wilhelm:
Yes. Yes I am.

Steve Metalitz:
Okay.

Richard Wilhelm:
Thanks Steve. So I'm Rick Wilhelm, VP of Engineering at Network Solutions of domain name registrar of some size. And prior to that I was at NeuStar for seven years where I was - ran engineering for the registry team there. And so, I've got a variety -and I'm currently also a member of the SSAC, again the Security and Stability Advisory Committee to the Board.


So I think that I - one of the things that I bring to this effort is a variety of perspectives. Currently I'm at a registrar. Previously long time at a registry where I had the opportunity to build a Greenfield thick registry back when they were very brand new.


At NeuStar we also did an acquisition where I got some experience what it's like to be a DNS operator in sort of the retail sector, which is a fundamentally different thing than operating DNS at the TLD level, challenging in different ways.


When I look at security things, currently it's part of my day job and it's part of my work overseeing NeuStar at - I'm sorry, representing Network Solutions at ICANN and also as part of the SSAC. You know, it really brings the reality home about there's a lot of dangers in analyzing security issues where you're either being both too optimistic or too pessimistic. There's danger in going both of those directions.


So I think a realistically focused sort of pragmatic view of managing risk as opposed to attempting to completely eliminating risk because that wouldn't really happen unless you turned everything off. So those are just a few words about sort of my background and what I think is important about the review.

Steve Metalitz:
Okay. Thank you very much Rick. George Sakyi, are you with us and I'm sorry if I've mispronounced your name.

George Asare Sakyi:
Yes. (Unintelligible) up with you. My name is George Asare Sakyi. I work with Vodafone (unintelligible) for almost (30) years. Before starting up my own (unintelligible) last year (Montroya). And the job I do with (Montroya) is provide (intelemetric) solutions for the mobile industry in Ghana.


I'm also into (unintelligible) and installation of internet access network for corporate institutions in Ghana. For my understanding of the review team I see us - we should actually evaluate the strengths and weaknesses of ICANN policies and to also again evaluate the extent of which ICANN has effectively implement security plans and also evaluate the effectiveness of the plan and deal with any potential threats or challenges.


I think also that we should move to actually put in place sufficient plans to make the DNS very robust to meet future threats and challenges. The moment DNS is attacked, then we all (unintelligible) as far as the Internet access is concerned.


So with my background as a telecom engineer, I've been in so many policy reviews, I think I bring a lot of (unintelligible) to this committee and to assist in a way to move ICANN forward in it and able to lead a Internet (unintelligible) for all of us.


So in short, this (my background) what I see about in the future. If you must add that (unintelligible) Internet (unintelligible). I would be receiving issues concerning (ICT product) to like I said I have some understanding and experience in reviewing. And my understanding too is we have an expert who (as well) assist us with document and with us to help us actually arriving at conclusions. Thank you.

Steve Metalitz:
Thank you very much. Next we have (Bill Smith). Bill, could you briefly introduce yourself and give your perspective on the review team?

(Bill Smith):
Sure. First thank you for allowing me to participate on the call. I apologize if things are noisy. I am in my car. Can folks hear me?

Steve Metalitz:
Yes. I think we can hear you fine.

(Bill Smith):
Okay. Great. So I am currently at (unintelligible). I've been there for approximately three months. And my responsibilities there are working in a Internet Standards and Governance Team.


And my responsibilities are around the governance and making sure that (Atile)'s interests are represented in (this organization) number one, but also equally important is that there's a consensus of the group that I am in that people have an obligation as one of the major users of the Internet to participate in the organization in a meaningful way to help ensure the continued growth and health of the Internet itself.


And specifically on security, stability and resilience, I think we, you know, a major opportunity for (Atile) to - and others to have a real impact. For us, our business (Atile) and eBay systems provide nearly 100% on the Internet and (human) trust, government trust, business trust, et cetera, if there's a lack of trust in the larger institution of the Internet, people will stop using it or will become very cautious in their use.


I'm new to ICANN. I had my first meeting with (unintelligible). I however have attended many meetings of international organizations (unintelligible). In my career I was trained as a computer scientist. I've been a user a user of the Internet for approximately 30 years first in academia then in business.


I've done standard work. I've (unintelligible) other Internet organizations like the (IATS), (SBC), (Oasis) and (USD) (unintelligible) where we did a joint project with (Oasis) on electronic (unintelligible). I've got the right management experience both in business companies or for profit entities and not for profit entities.


Though I'm not a lawyer, I have a significant amount of background with working with lawyers when (unintelligible) specifically on general contract and intellectual property. And I think people are on (unintelligible) position with respect to IT.

Steve Metalitz:
(Bill), are you still with us?

Man:
(I'm going to miss him).

Steve Metalitz:
I think we lost (Bill). But when we get him back, he can pick up where he left off. While we are waiting for him, I see that our last candidate has arrived. Eric Brunner-Williams who is a candidate for both the SSR Team and the Whois Team. So Eric, let me turn it over to you for a brief introduction to - for those who may not know you and your perspectives on the teams that you are seeking to join.

Eric Brunner-Williams:
Thank you Steve. First who's on the call on your side - the call?

Steve Metalitz:
We've got about - we've got about a dozen or so members of the three constituencies.

Eric Brunner-Williams:
Old timers or new?

Steve Metalitz:
Mostly people that have pretty much experience in ICANN.

Eric Brunner-Williams:
Then I probably don't need to introduce myself. I'd be happy to take questions.

Steve Metalitz:
Okay. Is there anything you wanted to say about how you see the role of these teams and what you would contribute to it?

((Crosstalk))

Eric Brunner-Williams:
I submitted an offer to perform the review of the SSAC because I've got a pretty critical view of it as an institution. Without speaking to raise anybody's back fur, I think it's been captured by the (DC) and that's not useful for all of us. Security really isn't something that is the property of a constituency. If it is, then we're kind of in serious trouble as an institution.


Whois of course I've been on the other side of the fence than most of you all for the entire duration of the last ten years. But we still need to work towards getting a solution. So in reviewing where we've gotten or how little we've gotten, I bring that experience to (unintelligible) attempt to reconcile our past with our knowledge about the past. That's it.

Steve Metalitz:
Okay.

(Marilyn):
And I'm sorry Steve, it's (Marilyn). I do have a question for Eric of clarification.

Eric Brunner-Williams:
Hi (Marilyn).

(Marilyn):
Hi. Eric, you said you offered to do a review of the SSAC but we're not actually talking about the SSAC.

((Crosstalk))

Eric Brunner-Williams:
Yes. The security and stability portion of the four review activities is what we're discussing today along with the Whois review. But when asked what is my basic approach to this, it's that the security and stability issue has been more or less captured by retail cops and robbers issues which leaves the real issue of security and stability of the dots and real infrastructure fairly unprotected or at least with nobody in charge.

(Marilyn):
I guess...

((Crosstalk))

Steve Metalitz:
(Marilyn), before we pursue that further, I see (Bill Smith) is back with us again.

(Marilyn):
Oh good. Okay. Sure.

Steve Metalitz:
We lost you at about the time you were talking about your experience at Sun on IP issues. So and I don't think there was anyone on the IPC that caused this outage but in any case, is there anything else that you - did you want to wrap up about your perspective on this?

(Bill Smith):
You talking to me Steve?

Steve Metalitz:
Yes, (Bill).

(Bill Smith):
Sure. I...

Steve Metalitz:
You were disconnected at about that point. So go ahead.

(Bill Smith):
Okay. So yes, at Sun we did a great deal of work with the corporate attorneys on intellectual property issues ranging from copyright, trademark and (unintelligible) into patent; help prepare and really push Sun's position with respect to patent in standard setting and trade association, help define our non-assert covenant we use quite a bit. So I got some background there.


Being new to ICANN, that comes with pros and cons. I think the cons are, you know, I am new. The positive though is that I also have - while I'm new to ICANN, the organization, I bring a very broad set of experience at other international organizations.


And I think I'll bring a fresh set of eyes to the, you know, the issues that might be here. And I'm willing to question sort of, you know, what - the way things are being done whereas some others may not. They may just accept it as I would if I were a long time player. So that's really all I have.

Steve Metalitz:
Okay (Bill), thank you very much. All right. We've now heard from all in this group of candidates and let me open the floor to questions that could either be directed to all the candidates of if you heard something from one candidate that raised a question in your mind that you wanted to pursue, this would be the time to do it. So let me ask who would like to pose a question at this point.

(Marilyn):
Steve, can I finish my question?

Steve Metalitz:
Yes. Okay (Marilyn). Let me see if there's anybody else in the queue.

Kristina Rosette:
Steve, it's Kristina, can I get in the queue please?

Steve Metalitz:
Yes. Anybody else? Okay. (Marilyn), go ahead.

(Marilyn):
Sorry. Eric, if you don't mind just go back, you said that, and I think you may be speaking a little too cryptically for some of us, the - that you think that the process has been captured by retail cops and robbers approach on SSR - on security, stability and resiliency.

Eric Brunner-Williams:
Thank you (Marilyn). Yes, about a year ago ICANN asked for a bid on the - on a project of reviewing the function of the SSAC and the RSSAC. And I wrote a response to the SSAC and it was purely motivated by my experience in serving the SSAC (unintelligible) in person and a few others and influenced strongly by the (unintelligible) involving (crafts one).


It caused me to be concerned with the SSAC function within ICANN and being captured by a constituency. And so as I approach these security and stability review problems as an institutional problem, I'm not unaware that we have the history that isn't entirely immune to consortiums and interest groups.


And one of the consortiums that we have comes from the pursuit of at the leaf or at the edge of the (B&F) but its actual domain by both law enforcement and by the intellectual property constituency for infringement and for other issue which are the steep (sort of) problems of security the real stability and security of the (credit) infrastructure that it be authoritative name servers, the very large recursive name servers and fundamentally of course the root zone itself.


So I'm concerned that the SSR function may be - well I won't be pursuing cops and robbers problems if I'm involved in that.

Steve Metalitz:
Okay. Thank you Eric. Kristina Rosette had a question.

Kristina Rosette:
Hi. Sure. And this question is for all of you and I don't know if Susan is still on the line but if so, for her as well. Just a very broad general question in the sense that it's my understanding that members of either of these review teams can expect a fairly significant time commitment.


And I just wanted to confirm my understanding or have you each confirm my understanding that by virtue of applying you've recognized that time commitment, you've discussed it with your respective employers and you don't anticipate that you will have any difficulty fulfilling it.

(Bill Smith):
This is (Bill Smith). I have spoken with management in my organization. They are very support both of the application, my application and for a commitment of ten or more hours a week on this throughout the review period.

Steve Metalitz:
Okay. That was (Bill).

Ken Silva:
This is Ken. I've spoken with my employer as well and I understand the time commitment and it will not be an issue.

George Asare Sakyi:
Yes. I'm George. I don't think time will be an issue. I've got enough staff and I mean who assist me in my bid to be away. And I can have enough time. Thank you.

Richard Wilhelm:
This is Rick Wilhelm. The same for me.

Jeff Bruggeman:
Yes. And this is Jeff. Same for me as well. I discussed internally.

Susan Kawaguchi:
This is Susan. I'm still on. And I think it's a good question. And especially in a busy place like Facebook it's hard to sort of focus on what the other things that are not the fires. But in speaking to management, they've approved the application and my participation and mainly because Whois is so critical to protecting our users and protecting the brand. So they see that as a necessary commitment by the company.

Kristina Rosette:
Thank you.

Steve Metalitz:
Eric, did you have a response to Kristina's question?

Eric Brunner-Williams:
Oh yes. I just didn't know when it was my turn Steve.

Steve Metalitz:
No. No. Go ahead. I think there's - I think you're the only one. Go ahead.

Eric Brunner-Williams:
(Core) and I are parting company at the end of the month. So time is not a problem. Thank you for asking.

Steve Metalitz:
Okay. Thank you. All right. Let me see if - let me ask if there are any other questions that people would like to pose to any of the candidates or all of the candidates. I think we have all except Kim and Kathy are on the call.

(Claudio):
Steve, this is Claudio.

Steve Metalitz:
Yes. (Claudio), go ahead.

(Claudio):
I have a question for the last set of candidates. In terms of what their view are or if they have maybe a definition of what constitutes malicious abuse of the domain name system. I think Eric kind of touched on this a little bit in his response to Marilyn. And I was interested in - I was curious if that would include - if the candidates view that as including domain name registration abuse for - would they limit it to more infrastructure issues.

Steve Metalitz:
Okay. Let me ask any of the candidates who would like to respond to the question of the definition of malicious abuse.

Eric Brunner-Williams:
Oh, I'd love to Steve.

Steve Metalitz:
Okay. Eric, why don't you go ahead briefly?

Eric Brunner-Williams:
Yes. I actually wrote a significant piece about this that was published by CircleID two days ago. When (unintelligible) said a list of names are malicious, he was actually referring to a variety of malicious types or definitions.


My definition of malicious includes those (unintelligible) that is they're interposed on the underlying intent that the user could attempt a resolution of the name. So I don't personally have a very narrow view of malicious use. Thank you.

Steve Metalitz:
Other responses to (Claudio)'s question?

Ken Silva:
Yes. This is Ken Silva. I agree with Eric to a large degree that you can't just view malicious behavior as just targeted at infrastructure or the system itself but just the abusive and malicious registrations of the names themselves can have a disabling affect.


So, you know, I think that this committee would be well served to examine some of those issues and whether or not they're properly address in the security and stability plan that ICANN has or will have.

Richard Wilhelm:
This is Rick Wilhelm. It's certainly a broad definition, not only registrations of - making registrations but also taking control of registrations, impacting the DNS underlying a name. Also it can be another way to have it be malicious.


And at NeuStar we - a colleague and I, Jeff Neuman, co-authored a name takedown policy that we - which at the time was industry-relating around about when we would - we at the registry would receive complains about domain names being used and actually taking action on them. So it's definitely a broad based problem that you see taking place in a number of areas, retail domain - different retail DNS services registrar and registry.

Jeff Bruggeman:
This is Jeff. I would agree and I would also make a couple of additional points. One is I think security, stability and resiliency can be something broader than just kind of a pure security approach. I think we really are looking at the overall, you know, kind of public confidence and ongoing stability of the DNS which I do think brings in more malicious behavior as a key part of that.


And I would also say that we have to look at this from a future perspective of emerging threats and future threats as well and really have a forward-looking view of how to approach these things.

Steve Metalitz:
Okay. (Bill) or George, did you have any response to (Claudio)'s question?

(Bill Smith):
Yes. This is (Bill Smith). I certainly have a very board view both on Whois and security and stability. The DNS has a true system and not just a, you know, technical system - real technical system so that malicious use can be - really can be just, you know, very broad and all encompassing.


I think we need to - I've been looking at things for abuse and malicious abuse in particular. We may need to bring different expertise to bear and policies, et cetera to bear for different abuses eventually. But certainly I think it's, you know, a very broad issue and it's - I also think that Whois is in fact a part of security, stability and resilience of the Internet.

George Asare Sakyi:
Yes. What I have is a the main aspect that you look at security so that maybe decide to have maybe some security element to give the public confidence that the (unintelligible) so that (unintelligible) on that site on the Internet for people to be mislead to involve - to let into identity theft and all these things.


So I think that security element ensuring that all domain sites have some security element to give people who visit the site that yes they are at the right site and (unintelligible) site.

Steve Metalitz:
Okay. Thank you everyone for those responses. Did anyone else have a question that they wanted to pose? I do have one question I'd like to ask. Really picks up on what (Bill Smith) just said and I guess I'll just ask the others if the have any views they want to share on it as to what role they think accurate and reliable Whois data would play in the overall evaluation of safety, security and security, stability and resiliency. Does anybody have any comments on that?

Eric Brunner-Williams:
Yes I do Steve.

Steve Metalitz:
Eric, why don't you start.

Eric Brunner-Williams:
Right. I view the two problem set-asides quite distinct. So I appreciate that some people have said that they view Whois as being important to the security and stability Internet. I disagree. I think it comes to a retail problem and it's important that it is distinct from the problem of securing the stability and security of the infrastructure that makes (leaf node) and Whois data ultimately available.


So I don't think that these are the same classes or problems. I don't think that they're amenable to the same measurement techniques or with the same protective techniques. So what we know about one problem domain isn't what we know about the other. And we can't fix both of them using the same tools. Thank you.

Steve Metalitz:
Thank you Eric. Did any of the other candidates want to comment on this question of the role of accurate and reliable Whois on (unintelligible)?

Jeff Bruggeman:
Well this is Jeff. I would just reiterate that I do think it is part of a secure, stable and resilient DNS is to make sure that we are looking at how the system is actually being used and implemented. So I agree with (Bill) about that. And not to say that you don't also look at infrastructure issues but I think you have to - you have to think about how the DNS is actually being used and presented to the public as well as how we're (unintelligible) infrastructure.

Steve Metalitz:
All right. Any other comments on this?

Ken Silva:
Yes. This is Ken. I think that, you know, having reliable and accurate Whois data certainly removes some of the anonymity of the domain owner and probably would make it at least more difficult to conduct some of the malicious activity with an entire domain if the information were in fact accurate and reliable.


It would also enable, you know, a variety of other investigative processes to take place, which without fear of, you know, observance or attribution. Then, you know, I think a lot of behavior has gone on on the Internet and particularly around domain names because attribution on those domains is virtually non-existent today.


I mean the only thing that's making the information reliable today is, you know, the honor system of whoever registers the name. So, you know, that's - it certainly couldn't hurt the process. Would it eliminate the malicious domains altogether? It absolutely will not. But it certainly will make its anonymity a little bit more difficult assuming that there's some validation in the process at all.

Richard Wilhelm:
This is Rick Wilhelm. It's - I agree with what the others said. It's part of the Internet ecosystem and there's information in there that people are relying on and so therefore it's into to there. In it's current form it definitely impact security and stability.

Steve Metalitz:
Thank you. George, did you have anything you wanted to say on that topic?

George Asare Sakyi:
No please.

Steve Metalitz:
Okay.

Eric Brunner-Williams:
Steve, if I could make a one sentence rebuttal to my competitors in this.

Steve Metalitz:
Yes, go ahead. This is (Bill), right?

Eric Brunner-Williams:
This is Eric.

Steve Metalitz:
Eric, I'm sorry.

Eric Brunner-Williams:
In a few hours the DS record for (.ucn) will go into the groups. That is a very different qualitative kind of event from fixing any particular Whois data. These really are very distinct problem domains. So I disagree that Whois data is a fundamental issue in security and stability. Thank you.

Steve Metalitz:
Okay. Thanks. Okay. Let me see if there are any other questions that anyone else on the call would like to pose to one or more of the candidates. Okay. If not, I'd like to thank all of the candidates for their time and I know in many cases having to rearrange their schedules in order to be here on relatively short notice. So we appreciate and it think this has been helpful.


The call has been recorded, as you know from the announcement at the beginning. And it will be transcribed. And I will - and I will certainly be sending out to the CSG and also to the candidates the information on that. And as I said, the CSG has to - has the ability to endorse candidates for both of these review teams and also to identify some alternates if we wish. And that all has to happen by I believe it's the 19th of August.


So I would encourage all the constituency members on the call to please communicate with your leadership of your constituencies as to your views, your thoughts on this endorsement process and who they see as the ought to endorse. And that decision will be taken by the CSG Executive Committee prior to but probably not very much prior to August 19.


So unless there are any other comments or questions that people wanted to raise, I just want to thank everybody for their time and wish you a good day.

Man:
Thank you.

Woman:
Thank you.

Man:
Thank you.

Man:
Thank you Steve.

Man:
Bye.

Man:
Thank you.

Man:
Bye.

END

